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**Abstract**

  Recently, Mohamad Badra et al. proposed a lightweight security protocol for NFC-based mobile payments, by assuming that the customer and the devices are trust. Their proposed solution includes two cases: 1) the PoS has an Internet connection, and 2) it doesn’t have an Internet connection. They pointed out that their approach maintains the required security for NFC communications, and is not only simple, scalable, cost-effective, but also with minimal computation overheads. However, after examination, we found both of the cases are problematic. They suffer active attacks. We will explain the situations in this article.
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# **1. Introduction**

 The near field communication (NFC) applications emerged drastically, recently. It had been widely adopted in many applications to increase the convenience of our daily life, such as e-Passport, digital wallet, ticket, billing, etc [1-3]. Hence, the security and privacy had become an important issue for us to tackle with carefully.When it works, the two NFC-enabled objects must be close enough (within 4 to 10 cm) to manipulate properly. They work in three modes: 1) peer to peer mode, 2) reader/writer mode, and 3) card emulation mode. Normally, a generic NFC mobile phone usually contains several special hardwares: 1) a controller, 2) an antenna, and 3) a secure element (SE). The SE does not protect the data in transmission; it only protects the data on the phone. Another NFC technology, which does not need SE, is Host Card Emulation (HCE). In HCE, the application running on the mobile host carries out the card emulation transaction together with the external reader.

There have been many cryptographic scientists working in NFC secure protocol design [4-28]. In 2016, after reviewing the related work [17-21,29-32], Mohamad Badra et al. [16] stated that these literature all use certificate-based method to authenticate the SE and the PoS. The processing time required to achieve the public-key cryptographic operations will thus influence the performance of NFC communications, because it is well known that mobile devices always have the memory and battery-life limitations. Therefore, by assuming both the customer and the devices are trust, they proposed a lightweight security protocol for NFC-based mobile payments to get rid of the public-key cryptographic operations between the SE and PoS. Although, they successfully remove the certificate-based operations performed on the SE. However, upon a closer examination, we discovered that it does not support the desired security requirements of NFC transactions. It suffers from active attacks. To enhance its security, we modified their scheme to exclude the vulnerability. We will demonstrate both the active attacks and our enhancement in this article.

## **2. Review of Mohamad Badra et al.’s Scheme**

Mohamad Badra et al.’s lightweight security protocol for NFC-based mobile payments [16] consists of three roles: 1) a trusted third party TTP, 2) the point of sale (PoS), and 3) a SE on an NFC mobile phone. In their design, although the authentication process between the PoS and trusted third party (TTP) is certificate-based, it is shared-secret-based between the PoS and NFC enabled device to decrease the computation overhead on the mobile phone. They makes a series of assumptions: 1) the secret key SKTTP\_SE shared between the TTP and the mobile is securely stored in SE, 2) the cryptographic computations are performed inside SE, 3) SE offers good tamper-resistant, and 4) a certain physical hardware and software protections are used in SE to make it difficult for extracting or modifying the secret information stored.

To illustrate the weaknesses below, we review the two cases in the scheme and also show them briefly in Figure 1 (which were presented in Figure 4 in the original article). As for the of the used definitions notations, please refer to the literature [16].



 Fig. 1. (a) Case 1, (b) Case 2.

**Case (1): authentication solution when PoS has an Internet connection**

Step 1: SE sends its user identity and a random value, IDSE and RVSE , to PoS.

Step 2: PoS produces a random value RVPoS , and sends this random value together with its certificate, and the received message, CertPoS, RVPoS, RVSE, and IDSE to TTP.

Step 3: TTP verifies PoS’s certificate and generates a secret key SKPoS\_SE. It then computes the session\_key by applying a Pseudo Random Function PRF on the of concatenation RVPoS, RVSE, IDSE , and the XORing result of SKTTP\_SE and SKPoS\_SE. TTP then computes E which is the encryption of SKPoS\_SE concatenated with the session\_key by using PoS’s public key, PubPoS , and sends it to PoS.

Step 4: After receiving E, PoS decrypts it by computing AsymD (E, PrPoS) using its private key PrPoS, obtaining session key|| SKPOS\_SE. Then, PoS symmetrically encrypts the session\_key by using SKPoS\_SE, and sends the result F=E session\_key (SKPOS\_SE) and RVPoS to SE.

Step 5: SE computes the session\_key and then uses it to symmetrically decrypt F to obtain SKPoS\_SE, which is thereafter used as a shard key to securely exchange data between the itself and the PoS.

**Case (2): authentication solution when PoS has no Internet connection**

Step 1: PoS transfers its certificate CertPoS and a random value RVPoS to SE.

Step 2: SE generates a random value RVSE and a secret key SKPoS\_SE, and then symmetrically encrypts the concatenation of RVSE, RVPoS, and SKPoS\_SE by using the key SKTTP\_SE which is shared between TTP and itself, obtaining F. SE then sends F along with its IDSE and the received CertPoS to TTP.

Step 3: TTP verifies PoS’s certificate and symmetrically decrypts F using SK TTP\_SE. Then, TTP encrypts the concatenation of SKPoS\_SE and RVSE by using PoS’s public key PubPoS, obtainingE. It then sends E to SE.

Step 4: SE forwards E to PoS.

Step 5: Upon receiving E, PoS asymmetrically decrypts it by computing

AsymD(E, PrPoS) to obtain E, where Prpos is its private key. Next, PoS computes G by symmetrically encrypts RVSE using SKPoS\_SE and sends the result G to SE. SE then symmetrically decrypts G and compares the result for qualifying the random value RVSE which it initially generated. If the two random values equal, then PoS is authenticate.

## **3. Weakness of the proposed scheme**

In this section, we point out the weaknesses in both cases.

##  **Case (1): authentication solution when PoS has an Internet connection**

 Due to the parameter SKPoS\_SE is generated by TTP in step 3, it is impossible for SE to compute the session key without the knowledge of SKPoS\_SE for decrypting F in step 5. That is, without the knowledge of SKPoS\_SE, SE cannot compute session\_key by applying a Pseudo Random Function (PRF) on RVPoS, RVSE, IDSE,and the XORing result of SKTTP\_SE and SKPoS\_SE. Moreover, if an active attacker Eve intercepts message 2 sent to TTP by PoS, and replaces CertPoS with his own CertEve,he can decrypt E, and then compute F and send it with RVPoS to SE without SE’s awareness. That is, Eve can masquerade as PoS successfully.

## **Case (2): authentication solution when PoS has no Internet connection**

The attack in this case is similar to that in case (1). That is, if an active attacker Eve intercepts message 2, sent from SE to TTP, and replaces CertPoS with his own CertEve,he can decrypt E, and then compute and send Gto SE without SE’s awareness. That is, Eve can successfully masquerades as PoS, too.

**4. Modification**

From the weaknesses found in both cases, we note that the key point is the active attacker Eve can intercept message 2 and replace the legal certificate with his own, without the victim SE’s awareness, as described in Section 3. To remedy this problem, we first add an additional assumption (other than the ones in the original scheme) that the secret key SKTTP\_PoS shared between the TTP and the PoS is securely stored in PoS and TTP. We then modify both cases in the following and show them in figure 2 and 3, respectively.



Figure 2. The modification of case (1)

## **a). Case (1) ：Pos has an internet connection**

Step to 2 are the same as in the original paper. We just modify the messages in steps 3 through 5.

step 3: TTP verifies PoS’s certificate, generates a secret key SKPoS\_SE. It then computes the session\_key=PRF( CertPoS‖RVPoS‖RVSE‖IDSE, SKTTP\_SE). TTP then computes D=encrypt(SKPoS\_SE) using SKTTP\_PoS, and E=encrypts(D ‖(SKPoS\_SE $⊕$session\_key) ) by using PoS’s public key PubPoS. It then sends E to PoS.

step 4:After receiving E, PoS decrypts it by using his private key, obtaining D. He then decrypts D, obtaining SKPoS\_SE. And then usig SKPoS\_SE, PoS can calculate the session key by computing SKPoS\_SE⊕session\_key. After this, he computes F=encrypt(SKPoS\_SE) by using the session key. PoS then forwards F and RVPoS to SE.

step 5: SE computes the session key= PRF(CertPoS‖RVPoS ‖RVSE‖ IDSE, SKTTP\_SE) to decrypt F, obtaining SKPoS\_SE.

**b). Case(2)：PoS has no Internet connection**

We modify the messages in steps 1 through 3.

Step 1: PoS computes A=h(SKTTP\_PoS⊕CertPoS). He then sends A along with his certificate and a random value RVPoS to SE, where h is a hash function.

 

 Figure 3. The modification of case (2)

Step 2: SE generates a random value RVSE and a secret key SKPoS\_SE, and computes F=encrypts((A ⊕ CertPoS ⊕ RVPoS) || RVSE || SKPoS\_SE) by using SKTTP\_SE.

SE sends F along with A, RVPoS, IDSE, and Cert PoS , to TTP.

Step 3: TTP verifies the received PoS’s certificate by comparing it with the one in the symmetrically decrypted F using SKTTP\_SE. Then, the TTP computes E=encrypt(SKPoS\_SE‖RVSE) using the PoS public key PubPoS, and sends E to SE.

The remaining steps 4 and 5 are the same as the original ones.

## **5. Security Analyses**

##  **Case (1)：Pos has an internet connection**

Due to the session\_key = PRF ( CertPoS‖ RVPoS‖ RVSE ‖ IDSE, SKTTP\_SE), D=encrypt(SKPoS\_SE) by using SKTTP\_PoS, and E=encrypts(D ‖ (SKPoS\_SE ⊕ session\_key) ) by using PoS’s public key PubPoS. For impersonating POS, if an attacker intercepts and modifies the certificate of PoS in message 2, although he can decrypt E , obtaining D|| (SKPoS\_SE ⊕ session\_key). However, due to that D=E SKTTP\_POS(SKPOS\_SE), without SKTTP\_PoS he can not decrypt D to obtain SKPoS\_SE. And without SKPoS\_SE, he can not calculate out the session key in E to compute F = session\_key(SKPOS\_SE)successfully, which will be decrypted by SE to obtain SKPoS\_SE.

## **Case (2)：PoS has no Internet connection**

Due to A=h(SKTTP\_PoS⊕CertPoS) and F= encrypts((A⊕CertPoS⊕RVPoS)||RVSE|| SKPoS\_SE) by using SKTTP\_SE, if an attacker Eve intercepts and modifies the certificate in message 2 to his own CertEve, he will definitely be identified by TTP, because without the knowledge of SKTTP\_SE, he cannot compute a valid F to be decrypted by TTP for passing the verification of CertPoS. Even if SE wants to fool TTP, he changes CertPoS to Certeve and computes F= encrypts((A⊕CertEve⊕RVPoS) || RVSE || SKPoS\_SE) by using SKTTP\_SE; however, he cannot pass TTP’s verification of A=h(SKTTP\_POS ⊕CertPos) by using CertEve ,without the knowledge of SKTTP\_PoS.

## **6. Conclusion**

In this paper, we showed that Mohamad Badra et al.’s scheme is flawed, because both cases suffer from active attacks. We, therefore, modify the scheme to avoid these weaknesses. From the analyses shown in Section 5, we see that we have corrected the security problems.
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